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Abstract. The preparation and deployment of information technology infrastructure when 
implementing corporate collaboration platforms in industrial companies takes up to 40% of total 
time spent on a project. Automation of these processes helps reduce indicated time costs. This 
article proposes an approach to automate the preparation and deployment of information 
infrastructure, as well as to automate the installation of cloud services using the Ansible 
application. The R7-office platform is chosen as the implemented solution, which has basic 
necessary functionality for working with documents of various formats, enables collaborative 
document editing and meets state requirements for import substitution of components. The 
approach is based on an algorithm for preparing information technology infrastructure and 
installing the target platform using a software tool written in the Python programming language. 
It enables automatic parsing of formalized requirements, generating access rights requests for 
users and creating playbooks for configuring the infrastructure using Ansible. According to the 
experimental results, the implementation of the proposed approach reduces the labor intensity of 
the infrastructure preparation process by 45%.
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Аннотация. Подготовка и развертывание информационно-технологической инфра-
структуры при внедрении корпоративных платформ совместной работы в индустри-
альных компаниях может занимать до 40% общего времени, затрачиваемого на проект. 
Автоматизация этих процессов помогает снизить указанные временные трудозатраты. 
В данной работе предложен подход, позволяющий автоматизировать подготовку и раз-
вертывание информационной инфраструктуры, а также установку облачных сервисов 
при помощи приложения Ansible. В качестве внедряемого решения выбрана платформа 
«Р7-офис», которая обладает основным необходимым функционалом работы с доку-
ментами различного формата, позволяет совместно редактировать документы, а также 
удовлетворяет требованиям государства по импортозамещению компонент. В основе 
подхода лежит алгоритм по подготовке информационно-технологической инфраструк-
туры и установке целевой платформы с помощью программного средства, написанного 
на языке программирования Python. Оно позволяет производить автоматический раз-
бор формализованных требований, составление заявок на предоставление прав доступа 
пользователям и формирование плейбуков для настройки инфраструктуры с помощью 
Ansible. По результатам проведенных экспериментов внедрение предложенного подхода 
позволяет сократить трудоемкость процесса подготовки инфраструктуры на 45%.
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Introduction

Industrial companies widely use office applications for creating documents, spreadsheet, presenta-
tions, as well as for communicating and holding video conferences [1, 2]. For project teams, it is impor-
tant to be able not only to edit files locally, but also to work with them collaboratively [3], since it saves 
up to 20% of time due to the absence of the need to transfer documents and synchronize them [4].

There are several products that provide collaborative editing services [5]. Some of them support the 
deployment on the company’s internal servers, while others are available only as cloud services. There 
are both foreign solutions and domestic analogues [6].

It is also important to consider how much time, money and effort will be spent to implement a 
particular office suite, as this affects the timing and cost of the final product: the more labor costs are  
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required to implement a solution, the longer the implementation and the higher its cost [7]. Therefore, 
the issue of choosing the method for deploying the platform within the infrastructure is also relevant [8].

Thus, an urgent task for companies is the implementation of a Russian corporate collaboration plat-
form for the effective work of employees in projects with the maintenance of common documentation. 
At the same time, the implementation process itself can take up to 40% of the project time and require 
additional resources from the project administrator to generate and track various requests and engineers 
to directly configure the infrastructure. For this reason, it is necessary to develop a way to automate the 
preparation of the infrastructure and the deployment of software on it [9–13].

Comparative analysis of office packages

There are many solutions for editing a document by a group of people [3]. These solutions have 
similar functionality and are aimed at solving similar problems. To make a choice, it is necessary to 
conduct a comparative analysis of office packages [14, 5]. Let us take six of the most popular solu-
tions: Yandex 360 [15, 16], Microsoft 365 [17, 18], Notion [19], Slite1 (https://slite.com), Notejoy 
[20], R7-Office [21, 22].

Comparative analysis of office packages (Table 1) was conducted according to the most important 
criteria from the point of view of implementation [6]. These criteria are listed below.

1.  The “Collaboration” criterion indicates the possibility or impossibility of collaborative document 
editing. This functionality is key in this article.

2.  The criterion of “Completeness of functionality” is a cumulative criterion that reflects how ex-
tensive the functionality offered by the office suite is. The extent of the functionality affects how many 
tasks user is able to perform.

3.  The “Cost” criterion indicates the cost of the solution’s licenses. This criterion is highly important 
for business, as it affects the total cost of the solution.

4.  The criterion of “Import dependence” indicates how possible it is to use the package in the Rus-
sian Federation, as well as whether the manufacturer is domestic. This is one of the key criteria for 
companies within the framework of the import substitution policy.

5.  The “Using plugins/integrations” criterion reflects whether additional plugins and integrations 
are provided by the software. Such functionality is important for the further development of the solu-
tion, taking into account the specifics of the company.

6.  The criterion of “Scalability” indicates how much the system can expand. This is important when 
the number of employees in the company is growing.

7.  The “Compatibility with Russian operating systems” criterion reflects whether the package can 
work with various operating systems, including domestic ones. This criterion is also important in terms of 
the policy of software import substitution in companies.

8.  The criterion of “Deployment on your own servers” indicates the possibility of deploying the 
software on the company’s internal corporate network. This criterion is also the key one, as it directly 
affects the security of using the solution.

9.  The “Maximum number of users” criterion reflects how many users an office suite can accommo-
date, which affects the scalability of the solution and the growth of the number of users during the devel-
opment of the company.

Each of the listed criteria has a score, as well as a weight. For criteria 1, 4, 5, 6, 7, 8, the score is 0 
or 1, depending on the presence or absence of the specified functionality. For criteria 2, 3, 9, there is a 
range of values where the maximum score is assigned when the criterion is exhaustively matched, and 
the minimum is assigned in the case of significant restrictions on the criterion in comparison with other 
office packages. The weight indicates the importance of the criterion within the framework of the stud-
ied task of implementing an office suite.

1 Slite | AI-powered knowledge base, Available: https://slite.com (Accessed 02.09.2025)
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As a result of the analysis, each office suite is assigned a total score, which is formed according to the 
following formula:

where kn is the score according to the criterion n, pn is the weight by criterion n.

Table  1
Comparative analysis of office packages

Criteria Range Weight Yandex 360 Microsoft 365 Notion Slite Notejoy R7-office

Collaboration 0/1 1 1 1 1 1 1 1

Full functionality 1.5 1 5 5 3 3 2 5

Cost 1.5 0.5 3 1 2 4 4 5

Import dependence 0/1 1 1 0 0 0 0 1

Using plugins/integrations 0/1 0.5 0 0 1 1 1 1

Ability to scale 0/1 0.7 1 1 1 1 1 1

Compatibility with Russian 
operating systems

0/1 1 0 0 0 0 0 1

Deployment of own servers 0/1 1 0 0 0 0 0 1

Maximum number of users 1.3 0.7 3 2 3 3 1 3

Total 11.3 8.6 8.3 9.3 6.9 14.8

To decide on choosing an office suite, a bar chart has been compiled reflecting the results of the 
comparative analysis (Fig. 1).

Based on the comparative analysis of office packages, it can be concluded that the R7-office shows the 
best results according to most of the criteria presented.

Comparative analysis of deployment tools

Let us take four of the most popular tools: Puppet [23, 24], Chef [25], Ansible [26–28], SaltStack 
[29, 30].

Comparative analysis of deployment tools (Table 2) was conducted according to the criteria listed 
below.

Fig. 1. Evaluation of office packages 

1 1 2 2 ,n ns k p k p k p= × + × + + ×
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1.  The “Level of development” criterion reflects how much effort a specialist of an average com-
petence needs to master the tool. This criterion directly affects the labor input required for its imple-
mentation.

2.  The criterion of “Ease of use” shows how intuitive the tool is for a specialist. It also affects the 
level of mastery and comfort of using the tool by a specialist.

3.  The “Security” criterion assesses the tool's reliability and safety in deployment, whether it contains 
vulnerabilities that could allow the leakage of company data or the introduction of malware into the cor-
porate network. This is one of the most important criteria, since the security of user data is a top priority 
for companies.

4.  The criterion of “Main language” indicates the threshold for entry and the ease of mastering the 
tool, which is determined by the programming language it utilizes.

5.  The “Documentation” criterion reflects how fully the system is equipped with the necessary 
documentation for using the tool. The completeness of the documentation also affects the speed of 
mastering the tool by a specialist.

6.  The criterion of “Flexibility” reflects how flexible the tool is to use for different tasks and on 
different infrastructures. This criterion determines the breadth of use of the tool.

As with comparison of office packages, each criterion has a score and a weight. Similarly, the point 
score is a range of values. The weight indicates the importance of the criterion within the framework of 
the studied task of implementing an office suite.

Each instrument is assigned a total score, which is formed according to the following formula:

where kn is the score according to the criterion n, pn is the weight by criterion n.
To make a choice of an IT infrastructure preparation tool, a bar chart has been compiled reflecting 

the results of the comparative analysis (Fig. 2).
The tools considered are useful and applicable in various tasks. In this article, Ansible tool is chosen 

since it shows the best results according to most of the criteria presented.

Proposed solution concept

This paper proposes an approach for automated deployment of information infrastructure in data 
centers, as well as automated installation of the “R7-office” office package.

The infrastructure preparation and the software deployment using the developed software tool, imple-
menting the proposed approach, takes place according to the stages shown in Fig. 3.

1 1 2 2 ,n ns k p k p k p= × + × + + ×

Table  2
Comparative analysis of deployment tools

Criteria Range Weight Puppet Chef Ansible SaltStack

Level of development 1.3 1 1 2 3 3

Ease of use 1.3 0.7 2 2 3 3

Security 1.3 1 3 1 3 2

Main language 1.3 0.5 1 1 3 3

Documentation 1.3 1 3 2 3 1

Flexibility 1.3 0.5 3 3 2 3

Total 10.4 8.4 13.6 11.1
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The stages are as follows:
1.  Collecting requirements for the software, the infrastructure for its deployment, as well as a list of 

users with their roles for access granting.
2.  Formalizing requirements into the established format using the instructions. The output is a gen-

erated CSV-file containing structured, formalized infrastructure requirements and a list of system users 
with their roles for access granting. The requirements are formalized in a specific way to ensure the correct 
operation of the software.

3.  Using Python scripts to parse the requirements file and generate configuration files for setup:
–  YAML files for hardware configuration.
–  A Bash-script for deployment application.
–  Data for creating requests for the allocation of capacities and granting system access to users.
The described scripts are implemented within a software tool developed in Python, which aims to 

automatically parse requirements and generate the necessary output files for further stages.
4.  Preparing the cluster and using Ansible [26–28] to configure the servers in accordance with the 

collected requirements, granting access to users. This includes configuring the OTRS system [31] to 
process requests for granting access to the office suite for employees and allocating capacity.

5.  The final deployment of the application, which results in the infrastructure for the information 
system.

Fig. 2. Evaluation of tools

Fig. 3. Scheme of IT infrastructure preparation and software deployment
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Fig. 4. File containing the requirements

Implementation

1.  Collecting and defining requirements for creating an infrastructure for R7-office deployment
At the initial stage, the system deployment requirements are identified. The minimum required set of 

requirements is divided into the following categories:
–  Hardware infrastructure requirements:
–  required infrastructure;
–  technical requirements in a formalized form;
–  a list of necessary access rights for employees.
2.  Formalization of requirements
Using the instructions in CSV format (Fig. 4), the requirements are recorded in a single CSV file 

in a formalized form. To fill in the configuration file correctly, an instruction has been developed, also 
in CSV format. The file contains general information about the project with which the system is being 
implemented.

The structure of the CSV-file is as follows:
–  General information about the project is specified at the top of the file: a code for quick search of 

the project in various information systems of the company, the project name, its purpose and objectives.
–  This is followed by information about the system users for whom access needs to be requested, under 

the keyword “Users”. The information is filled in without specific appearance and formatting require-
ments, except for the column-based organization of information.

–  Next, the hardware infrastructure requirements are listed under the keyword “Infrastructure”. The 
information is also filled in without specific appearance and formatting requirements, except for the col-
umn-based organization of information.

–  After that, the technical requirements for the infrastructure are described under the keyword 
“Technical requirements”. The description is filled in freely, with formalization following specific rules 
to enable automatic conversion of requirements into configuration files.

To enable correct formalization of infrastructure requirements and their entry into a CSV-file, an in-
struction has been developed in CSV format. It describes two blocks.

The first block contains:
– a description of the types of YAML files [32] that the application supports, a description of the result-

ing functionality and a list of supported keywords;
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– an algorithm of actions for cases when the file types implemented in the software are insufficient. In 
this case, the specialist can integrate support for a new type of service into the existing code.

The second block contains:
–  requirements for the formalization of the functionality description;
–  requirements for the formation of the source data file.
The instruction file is for informational purposes only for the employee who defines the require-

ments and is not used by the software. However, incorrect formalization of requirements makes proper 
use of the software solution impossible.

3.  Parsing the configuration file, filling the object model with data
Automatically, using a Python software tool, the file is parsed into three components according to the 

requirement categories. Next, each part of the configuration file is processed.
The algorithm is shown in Fig. 5.
Description:
–  CSV-file text is read line by line until the end of the file is reached;
–  requirement category is identified using keywords in the configuration file;
–  upon completion of the file analysis, three lists are formed with data corresponding to each 

category;
–  data from each list is processed according to its own algorithm to generate output files;
–  received output files are used to create OTRS requests for resource allocation and user access provi-

sioning, as well as for configuring the infrastructure.
The processing of the CSV-file with requirements begins with a general analysis that separates it into 

three components. This is accomplished using a single library – “csv”.
The file is read line by line. When one of the keywords is encountered: “Users”, “Infrastructure” or 

“Technical requirements”, – the relevant information is added to a dedicated list: user_list[], infra_list[] 
or tech_list[] using standard list manipulation methods.

Next, the data related to the list of users and the infrastructure are saved to separate “Users.csv” and 
“Infra.csv” files for further processing. Data related to technical requirements is passed to the next block 
of code for further processing and generation of Ansible playbooks.

4.  Processing information about hardware infrastructure and users
Algorithm:
–  data from the list is converted into text for an e-mail;
–  e-mails are automatically sent to the OTRS system;
–  the contractor processes and fulfill the requests;
–  the request initiator tracks the status of registered requests, using a Python script, within the devel-

oped software.

Fig. 5. Requirement analysis algorithm
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The libraries “smtplib”, “csv”, “email” and “os.path” are used for implementation. The “Users.csv” 
file is parsed by the software, and an e-mail is generated requesting system access for users. The “Infra.csv” 
file is not converted in any way, but is sent to the OTRS system as an attachment. Thus, two e-mails with 
the necessary requests are sent to the system’s e-mail address for request registration.

In response to the created request, an e-mail with the number of the registered requests is sent to the 
sender. The developed software tool then enables request status tracking. To implement this feature, the 
libraries “datetime” and “pyotrs” are used. The user enters the tracking numbers into a text file and, after 
testing the program, receives a file with the status of the specified requests.

An OTRS system is configured to support this software solution. It is an open system for processing 
requests, which can be customized according to specific requirements. The system is prepared as follows:

–  OTRS installation on a virtual machine with initial configuration;
–  e-mail integration for sending and receiving system messages, including protocol configuration;
–  creation of system agents and customers, as well as a request queue;
–  configuration of request generation from e-mails;
–  setup of automatic user notifications about the creation of a request.
5.  Processing information about application configurations
Algorithm:
–  data from the corresponding list is parsed by keywords and converted into several YAML files, 

serving as playbooks for Ansible.
–  using the generated files and Ansible, virtual machines are configured and the office suite is deployed.
From the previously obtained tech_list[], the playbooks for virtual machines are generated. 
The initial function decomposes the list into its components. The requirement ID is passed to a 

function that generates shared files for configuring Ansible: hosts and *_servers, where the * symbol 
indicates the name of the deployed service. In it, according to the received ID and using the infra_
list[], the IP address of the server is allocated and specified in the generated files. The requirements 
are also separated by the header keywords corresponding to the services being installed and trans-
ferred to functions that process each service separately. If a header contains a word unrelated to the 
keywords, a general YAML file is created for later specialist customization.

After a general analysis of the requirements, the YAML file is prepared for a specific service. Each 
supported service has a dedicated function. The structure of each such function is similar but differs in 
the specifics of configuring a particular service. The requirements are processed and converted into the 
YAML format of the playbook. For supported services like the PostgreSQL database, a .sql file is also 
generated to automatically add user information to the database.

6.  Configuring virtual machines using Ansible
The configuration of the infrastructure using Ansible is as follows:
–  initial configuration of virtual machines is performed: node manager and worker nodes, preparing 

them for Ansible operation;
–  playbooks obtained by parsing the configuration file are transferred to a virtual machine that plays 

the role of node manager, and are launched sequentially, configuring the worker nodes and deploying the 
R7-office system.

To set up a virtual machine and deploy a R7-office, the following playbooks are created and used:
–  a playbook for configuring the PostgreSQL database, which stores information about users and their 

roles for access control;
–  a playbook for setting up the Prometheus monitoring server;
–  a playbook for configuring the Sendmail mail server, enabling office-mail system integration;
–  a playbook for launching a bash script, that handles the R7-office deployment program.
Future developments of the software solution may include additional playbooks for configuring sup-

plementary services.
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Experimental studies

Based on operational experience, an approximate time estimate has been made for the manual ap-
proach to parsing requirements for infrastructure preparation. This approach requires specialists to 
manually create playbooks for Ansible and submit requests for resource allocation and user access rights 
provisioning [4]. On average, for this method, with the number of servers up to 5, the number of users 
up to 100 and the number of deployed services up to 5, an average specialist needs up to two weeks to 
complete these tasks.

The calculation of the time taken by the proposed automated approach is carried out under con-
strained laboratory conditions using two nodes. According to the results, the full cycle of automated 
preparation of the IT infrastructure takes approximately 7 days. The automation of requirements analy-
sis and configuration file generation reduced specialist workload by a factor of 5. The calculation of the 
values is shown in Table 3. Yellow indicates the phases that are automated using the proposed approach.

Table  3
Calculation of the time required to prepare the IT infrastructure in working days

Phase A manual approach, (days) An automated approach, (days)

Collecting requirements 2 2

Writing to a file 1 1

File analysis, formation of documents with parts of the 
requirements

0.5 0.1

Sending requests for access rights 0.5 0.1

Creating playbooks for setting up the infrastructure 7 2

Configuring Ansible on virtual machines 1 1

Launching playbooks 1 1

Total 13 7.2

A visual comparison of the time spent is shown on the graph (Fig. 6). It shows the number of points for 
each stage and in total.

The resulting temporary advantage is calculated using the following formula:

Fig. 6. Comparison of IT infrastructure preparation approaches 
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